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Plaintiffs Smartmatic USA Corp, Smartmatic International Holding B.V., and SGO
Corporation Limited (collectively, “Smartmatic”), through their attorneys, bring this complaint
against Defendant Herring Networks, Inc., d/b/a One America News Network (“OANN”).

INTRODUCTION!

1. The first time it happened could be a mistake. The second, third, fourth and fiftieth
times it happened were intentional choices. OANN had every opportunity to do the right thing
after the 2020 election for President and Vice President of the United States. It could have reported
the truth. Instead, OANN chose to do the wrong thing every time. It reported a lie.

2. OANN knew Joe Biden and Kamala Harris won the 2020 election for President and
Vice President of the United States. OANN knew the election was not rigged, fixed, or stolen.
OANN knew voting machines did not switch votes from former President Donald Trump to current
President Joe Biden. OANN had every opportunity to provide its audience these facts. It chose to
do the opposite.

3. Shortly after election night, as other news organizations informed their audience
that Joe Biden and Kamala Harris had won the election, OANN told its audience that the election
had been stolen and voting machines had switched votes cast for President Trump to President
Biden. OANN knew it was not true. OANN had seen no evidence to support the assertion. But
OANN chose to spread disinformation.

4. In the months and weeks that followed, as other news organizations reported that

government officials and election experts were confirming the security and outcome of the

! Smartmatic’s election technology and software has been used in voting jurisdictions that are
predominately Conservative, Liberal, Republican, Democrat, and other. Smartmatic is apolitical.
Smartmatic does not take issue with legal challenges being raised regarding the rules implemented
by wvoting jurisdictions during the 2020 U.S. election and the adherence to those rules.
Smartmatic’s lawsuit is focused on the fact that its election technology and software were not used
to fix, rig, or steal the 2020 U.S. election.
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election, OANN told its audience that voting machines were compromised, and that the reported
outcome could not be trusted. OANN knew its reporting was not true. OANN had seen no evidence
to support its assertions. But OANN chose to spread disinformation.

5. During that same period, as other news organizations interviewed individuals with
firsthand knowledge of the protocols ensuring the accuracy of the election results, OANN
published interviews with individuals who did not have firsthand knowledge but who were willing
to say that the election had been stolen and voting machines were to blame. OANN knew it was
not true. OANN had seen no evidence to support the assertion. But OANN chose to spread
disinformation.

6. Then, in December 2020, as other news organization publicly acknowledged that
they had seen no evidence to support claims of election fraud or of voting machines switching
votes, OANN mocked those news organizations and doubled down on its attacks on voting
machines. OANN knew its assertions about Smartmatic were not true. OANN had seen no
evidence to support the assertions. But OANN chose to spread disinformation.

7. Smartmatic provided election technology and services to Los Angeles County
during the 2020 U.S. election. Its technology and software were used nowhere else in the country.
And yet, OANN published report after report naming Smartmatic as one of the voting machine
companies that had conspired to steal the election by switching votes from former President Trump
to current President Biden. It was all a lie. And OANN knew it.

8. When it was founded, OANN told its audience that its objective was to provide
fact-based, unbiased news. OANN told its audience that it would be their trusted source for facts,
not rhetoric and spin. In its fight for ratings and viewers, OANN chose to ignore the promise it
made to its audience. OANN chose to publish disinformation about Smartmatic and the 2020 U.S.

election instead of fact-based, unbiased news.
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9. OANN’s choices have consequences. OANN’s choices have damaged
Smartmatic’s reputation and brand by casting it as a corrupt company whose technology and
software was used to steal election the 2020 U.S. election. OANN must be held accountable for its
deliberate choice to spread disinformation.

PARTIES

10. Plaintiff Smartmatic USA Corp. is an election technology and software company.
The company’s principal place of business is in Boca Raton, Florida. It is incorporated in
Delaware. During the 2020 U.S. Presidential election, Smartmatic USA Corp. provided election
technology and software for Los Angeles County. Its election technology and software were not
used in any other county or state anywhere in the United States in the 2020 U.S. election. Even in
Los Angeles County, the company played no part in the counting or tabulation of votes.

11. Plaintiff Smartmatic International Holding B.V. owns Smartmatic USA Corp.
(100% ownership). The company’s principal place of business is in Amsterdam, Netherlands. It is
incorporated in the Netherlands. Smartmatic International Holding B.V. owns multiple companies
operating under the Smartmatic brand in almost two dozen countries.? Smartmatic International
Holding B.V. did not play any role in the 2020 U.S. election outside of the technology and software
provided by Smartmatic USA Corp. for Los Angeles County.

12. Plaintiff SGO Corporation Limited owns Smartmatic International Holding B.V.
(100% ownership). The company’s principal place of business is in London, United Kingdom. It
is incorporated in the United Kingdom. SGO Corporation Limited is the parent company of

Smartmatic International Holdings B.V. SGO Corporation Limited did not play any role in the

2 Smartmatic International Holding B.V. owns election technology and software companies in
United States (Smartmatic USA Corp.), Barbados, Australia, United Kingdom, Panama, Haiti,
Belgium, Singapore, Netherlands, Mexico, Ecuador, Brazil, Estonia, Taiwan, and the Philippines
as well as branches in Colombia, Argentina, Honduras, Pakistan, Italy, Jamaica, and El Salvador.
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2020 U.S. election outside of the technology and software provided by Smartmatic USA Corp. for
Los Angeles County.

13.  Smartmatic USA Corp., Smartmatic International Holding B.V., and SGO
Corporation Limited are collectively referred to as “Smartmatic” in this complaint. Each of the
companies owned by SGO Corporation Limited, directly or through Smartmatic International
Holding B.V., was injured as a result of OANN’s disinformation campaign that irreparably
tarnished the Smartmatic brand (corporate and product) in the United States and throughout the
world.

14, Defendant Herring Networks, Inc. d/b/a One America News Network (“OANN”)
is a for-profit cable news channel.® Herring Networks, Inc. was formerly known as Herring
Broadcasting Company, Inc. until approximately January 22, 2014. OANN’s principal place of
business is in San Diego, California, and Herring Networks, Inc. is incorporated in California. In
addition to its California presence, OANN maintains a substantial operation in Washington, D.C.
OANN has a Washington, D.C. news bureau and broadcasts out of its studio located at 101
Constitution Avenue NW, Washington, D.C. 20001. OANN’s “About” page states that OANN
“has its primary production operations in California and Washington, DC.”

15. In addition to operating a cable news channel, OANN also operates its website,
OANN.com, and company  social media  accounts, including Facebook

(https://www.facebook.com/OneAmericaNewsNetwork/), Twitter (https://twitter.com/OANN),

and Instagram (https://www.instagram.com/one_america_news /). OANN makes its content

available on its website, on multiple digital platforms including YouTube and Rumble, and on the

subscription streaming service, KlowdTV.

3 As used in the Complaint, references to OANN include its anchors, reporters, and producers
working at the direction of OANN and within the scope of their employment with OANN.

4
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16. OANN is available in 35 million homes through national cable providers and
regional video providers. (OANN, One America News Network Has Strong Ratings Going Into
The 2020 Presidential Elections, May 22, 2019 (Exhibit 139).) OANN’s cable news channel is
available for purchase through multiple national providers, including AT&T U-verse, DirecTV,
and Verizon FiOS.* OANN is also available for purchase outside of the United States, including
in Canada, Germany, and the United Kingdom. In March 2019, OANN claimed that Comscore
data, a media analytics company, showed that OANN ranked as “the fourth-highest service” in the
“Cable, News/Business/Info networks” genre. (Id.) According to the same data, OANN ranked
behind only Fox News Channel, MSNBC, and CNN. (Id.)

JURISDICTION & VENUE

17. This Court has subject matter jurisdiction pursuant to 28 U.S.C. § 1332 because
there is complete diversity of citizenship between Plaintiffs and Defendant, and the amount in
controversy as to each Plaintiff exceeds $75,000.00, exclusive of interests and costs.

18. This Court has personal jurisdiction over OANN pursuant to § 13-423 of the
District of Columbia Code because (1) OANN transacted business within the District of Columbia,
including by maintaining and operating a news bureau in the District of Columbia; producing,
reviewing, editing, and broadcasting programming from within the District of Columbia, including
the programming featuring defamatory statements at issue in this case; employing D.C. resident
reporters who made many of the defamatory statements in the District of Columbia; and offering
services to, broadcasting to, and maintaining television and digital platform subscribers in the
District of Columbia; (2) OANN caused tortious injury by acts committed within the District of

Columbia, including and specifically by making false and defamatory statements about

4 See https://www.oann.com/wheretowatch/.
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Smartmatic on broadcasts from and within the District of Columbia; and (3) OANN caused tortious
injury by acts committed outside the District of Columbia while regularly doing business within,
engaging in persistent conduct within, and deriving substantial revenues from services rendered
within the District of Columbia.

19. Requiring OANN to litigate these claims in the District of Columbia does not
offend traditional notions of fair play and substantial justice and is permitted by the Due Process
Clause of the United States Constitution. Smartmatic’s claims arise in part from defamatory
statements that OANN made about Smartmatic from and within the District of Columbia. OANN
avails itself of numerous privileges in the District of Columbia, including those set forth above.

20.  Venue is proper in this District pursuant to 28 U.S.C. § 1391(b) because a
substantial part of the events giving rise to the claims in this Complaint occurred in this District
and, as discussed above, because OANN is subject to the Court’s personal jurisdiction in this
District.

FACTUAL ALLEGATIONS

21. Smartmatic is a victim of OANN’s decision to increase its viewership and influence
by spreading disinformation. As a news channel, OANN prides itself on providing viewers with
“credible, honest, unbiased reporting.” OANN and its journalists are legally and ethically bound
to provide factually accurate information. OANN abused the trust placed in it by viewers and
readers in the United States. OANN’s disinformation campaign was not only a betrayal of its legal
and ethical obligations, but also an action that caused irreparable damage to Smartmatic and

contributed to an erosion of trust in the U.S. democratic process.
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l. Smartmatic’s Role as an Election Technology Company

22.  Antonio Mugica and Roger Pifiate founded Smartmatic in 2000 in Boca Raton,
Florida. At the start, Smartmatic focused mainly on the banking industry, offering secure online
protocols enabling hyper-secure interconnection between digital devices.

23. Smartmatic turned its focus to election technology and software following the 2000
U.S. election and the “hanging chad” controversy in Florida. Mr. Mugica and Mr. Pifate realized
that flawed technology had given election automation a bad reputation. With that in mind, they
began to develop advanced voting platforms to restore people’s faith in technology-driven
elections. They wanted to take the same technology built for secure bank automation and use it to
register, count, and transmit votes. They believed this could give people confidence that their
ballots would be accurately counted.

24. Since 2003, Smartmatic’s election technology has processed more than 5 billion
secure votes worldwide without a single security breach. Smartmatic has provided election
services and implemented election technologies for election commissions in more than 25
countries on five continents.

25.  With each election, Smartmatic’s mission is, and always has been, to increase
integrity in the democratic process through enhanced citizen engagement and trust in election
systems. Smartmatic harnesses the full power of technology to deliver reliable, accurate and
auditable election results.

A. Smartmatic grew from a small start-up into a successful multi-billion-dollar
enterprise.

26.  Today, Smartmatic provides end-to-end election services to local, state, and

national governments. Its portfolio of products has grown to include a comprehensive suite of
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technologies and services to make every phase of the election process more efficient and
transparent.

27.  Smartmatic’s products now include electronic voting machines (voters vote
electronically using a voting machine with a touch screen, and those machines count the votes as
they are made), electronic counting machines (voters vote with paper ballots that can be counted
electronically), ballot marking devices (voters make their selection on touch screen machines that
then print a paper ballot to be counted later by the government election authority), voter
management (voter databases are built using biographic and/or biometric information to ensure
that the voters are legally entitled to vote, and that there is one-voter/one-vote), poll worker support
(technology facilitates poll station administration and enforcement of regulations), online voting
(convenient and verifiable online voting platforms) and election management platforms (allows
authorities to configure their systems, monitor operations, announce results and train staff).

28.  Smartmatic’s growth and product development are a story of industry-leading
advancements and successes through relentless attention to reliability, accuracy and auditability.
The following are just some of the company’s achievements over the years:

29. In 2004, Smartmatic’s technology was used in the first automated election in
Venezuela. It was the first election in the world to have both an electronic record and a paper trail
of every vote made, which could be cross-checked and audited, thus ensuring the accuracy of
election totals.

30. From 2005 to 2007, Smartmatic’s election technology and software were used in
multiple U.S. states as well as Washington, D.C.

31. In 2007, Smartmatic’s election technology and software were used in Curacao’s

election, and results were reported in record time.
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32. In 2008, Smartmatic won a complex bid to run the Philippines’ first fully automated
elections, which were conducted two years later.

33. In 2009, Mexico used Smartmatic’s biometric technology to register citizens aged
5-17 so that citizens could get new identity cards. That same year, Smartmatic set the record for
fastest biometric voter registration in the world by registering five million Bolivians in record time.

34, In 2010, Smartmatic helped deliver the largest fully outsourced automated election
in history. Fifty million voters in the Philippines participated in the general election, and voters
were able to see the results in less than a day. That same year, the United Nations Development
Program selected Smartmatic to supply biometric technology and associated services in order to
upgrade Zambia’s voter register. The number of Zambians registered to vote increased by 40%.

35. In 2011, Smartmatic won an 18-year contract to implement and operate an
automated fare collection and fleet management system in Cartagena.

36. In 2012, Smartmatic set up election services for Brazil and hired and trained
technicians to work across Brazil’s thousands of municipalities with more than 500,000 pieces of
election equipment. Belgium awarded Smartmatic a contract to design and manufacture its election
hardware and software for the next 15 years. That same year, Smartmatic deployed 20,000
machines for Belgium’s automated election.

37. In 2013, Smartmatic’s technology processed more than 50 million ballots in just 10
hours in the Philippines. Venezuela organized its presidential elections in 34 days (record time)
thanks to Smartmatic technology and services. All parties audited the voting platform 15 times,
contributing to the public’s trust in the election results. And, in that year, Haiti selected Smartmatic
to modernize Haiti’s national 1D and civil registry system.

38. In 2014, Smartmatic’s technology was used in Ecuador’s sectional election, and the

official results were announced in less than 60 minutes. Belgium conducted the first European
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Union Parliamentary election using a voter-verified, e-voting solution with Smartmatic’s
technology. Bulgaria piloted an e-voting system with a tailor-made Smartmatic solution. And, that
same year, Smartmatic technology was used to expedite the presidential election results in Brazil
in fifteen of the country’s most remote states.

39. In 2015, Smartmatic’s technology was used to improve public safety in the
Philippines. In the province of Bataan, a Command Center powered by Smartmatic’s technology
was created to help authorities improve public safety and emergency management. That same year,
the Election Commission of Zambia partnered with Smartmatic to continue updating its biometric
electoral register. Smartmatic provided Zambia with 2,000 enrollment devices to register new
voters and update existing information. Smartmatic also conducted its first election project in
Argentina. The electronic voting solution delivered official results 45 minutes after the polls
closed.

40. In 2016, Smartmatic deployed 30,500 biometric devices to authenticate voters in
Uganda. Smartmatic’s online voting system was used in Utah’s Republican caucus. It was the
world’s first election using blockchain technology. For the third time, Smartmatic supplied
technology and services to the Philippines. Over 80% of the results were transmitted by election
night. Brazil used Smartmatic’s technology during its municipal election and again streamlined
the process by using Smartmatic data and voice communications technology in the fifteen most
remote states. And, that same year, authorities in Oman used Smartmatic vote counting machines
in each polling station.

41. In 2017, Sierra Leone used Smartmatic’s technology to modernize its national civil
registry by equipping 2,600 registration sites. Argentina used Smartmatic’s biometric technology
to facilitate voter authentication. Smartmatic also helped the Lombardy region in Italy conduct the

country’s first fully automated election. Armenia used Smartmatic’s biometric devices to manage

10
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voters in polling centers in the country’s parliamentary elections. And, in that same year, Estonia
set a new record for online voting participation at 31% during the local elections held in October
using Smartmatic’s election technology, which was developed with Smartmatic’s local partner
(Cybernetica).

42. In 2018, the Philippines continued to modernize its elections with Smartmatic by
acquiring more than 97,000 vote-counting machines. In May, voters in the northernmost province
of Norway used the online voting solution developed by the Smartmatic-Cybernetica Centre of
Excellence for Internet Voting during a referendum and 85.5% of the population used online
voting. And, that same year, Belgium used Smartmatic’s voting machines with assistive
technology for voters with visual disabilities.

43. In 2019, Estonia once again set a new participation record for online voting using
Smartmatic’s technology. Over 44% of all votes during its parliamentary elections were cast
through online voting. Smartmatic’s election technology was used in Estonia, Belgium, and
Bulgaria during the elections to the European Parliament. Belgium deployed over 23,000 e-voting
machines at 4,200 polling stations and Bulgaria deployed 3,000 e-voting machines. The
Philippines used Smartmatic technology to conduct its fourth national automated election, and a
manual audit showed 99.9953% accuracy.

B. Smartmatic’s success was built on its reputation for secure, reliable, and
auditable election technology and software.

44.  The secret to Smartmatic’s success has been showing its commitment to its mission
statement: to provide secure, reliable, and auditable election technology and software. Counties,
states and countries that choose to use Smartmatic’s election technology and software understand

that they are using a technology that has processed over five billion votes without any security

11



Case 1:21-cv-02900-CIJN Document 1 Filed 11/03/21 Page 16 of 197

breaches and with an auditable paper trail demonstrating that the elections were not rigged, hacked,
or stolen.

45.  One of Smartmatic’s best marketing tools is case studies. Case studies are
opportunities for Smartmatic to demonstrate to a potential client how Smartmatic’s election
technology and software have been used by other counties, states and countries to improve the
voter experience and provide secure, reliable, and auditable results. These case studies
demonstrate, time and time again, that Smartmatic’s election technology and software can ensure
quick and accurate voting results.

46.  Another one of Smartmatic’s key marketing tools is references. Most opportunities
for new clients include providing referrals who can talk about their experience with Smartmatic’s
election technology and software. Smartmatic’s past successes, which the referrals discuss, are
critical to new clients. New clients want to know that Smartmatic’s election technology and
software are secure, reliable, and auditable. That is what they learn from Smartmatic’s referrals.

47. Finally, Smartmatic is also fortunate to have been recognized as one of the best
election technology and software companies in the world. For example, in 2005, the Carter Center
and the European Union identified Smartmatic’s election technology as one of the most secure,
reliable and auditable election technologies in the world. In 2012, former President Jimmy Carter
called Smartmatic’s solution “the best voting system in the world.” These accolades and
recognitions by some of the world’s foremost election authorities are yet another key to
Smartmatic’s success. Its reputation as one of the “best voting systems in the world” is important
for expanding existing relationships and developing new relationships with counties, states and

countries looking to improve their election technology.

12
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C. Smartmatic had a relatively small, non-controversial role in the 2020 U.S.
election.

48.  The 2020 U.S. election was a turning point for Smartmatic. In June 2018, Los
Angeles County selected Smartmatic to help election authorities manufacture and implement a
new election system for the county. This was a significant opportunity for Smartmatic to once
again demonstrate the security, reliability and auditability of its election technology—this time on
an even bigger stage. Success in Los Angeles County positioned Smartmatic to market its election
technology and software to other counties and states in the United States and to voting jurisdictions
around the world who were inclined to follow Los Angeles County’s lead.

1. Los Angeles County introduced a new Voting Solutions for All People
initiative for the 2020 U.S. election.

49, Los Angeles County is the nation’s most populous voting jurisdiction with more
than 5.4 million registered voters. Los Angeles County is one of the most complex election
jurisdictions because of its geographic size, logistics, high bar for certification requirements,
multiple language support requirements, and legally-mandated accessibility features for voters
with disabilities.

50.  Since 2009, the Los Angeles County’s Registrar-Recorder/County Clerk (the
“Department”) had been working to improve the voting experience through its VVoting Solutions
for All People (“VSAP”) initiative. Given the size, complexity and demographics of Los Angeles
County, one of the Department’s top priorities was to remove barriers and obstacles that made it
difficult for voters to participate in the electoral process.

51.  The VSAP initiative sought to ensure that voters in Los Angeles County had gr